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内容概要

在线阅读本书

 Risk Management in Electronic Banking is a comprehensive study of the concepts and best practices in electronic
banking. It fills a badly needed global requirement for not only bankers but all users of electronic banking. The
book gives an excellent review of the wide scope of electronic banking on traditional banking and business
methods. It then delves into the risks inherent in e-banking including strategic, operational, compliance,
reputational and others... Jayaram Kondabagil, has produced an excellent work which will be the key reference for
anyone involved in electronic banking." -- Mark Mobius, Managing Director, Templeton Asset Management Ltd   
     "Risk Management in Electronic Banking is written in a simple and easy to understand style and it provides a
broad overview of electronic banking. It also highlights the importance of risk management and addresses a gap in
extant literature on the subject. Aimed at a global audience, the consolidated checklist at the end of the book is
useful and a notable feature is that it also includes outsourcing risks, which though of recent origin has already
made a big impact in financial services sector. This topical book will be a useful read for senior management
executives." -- Professor R.Vaidyanathan, Finance & Control, UTI Chair Professor & Chairperso, Centre for
Capital Market and Risk Management, Indian Institute of Management
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